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Zero Trust Security

FortiClient Forensic Analysis

PLUS - Add Sandbox Cloud Subscription for Proactive Threat Detection

SSL VPN 3

ZTNA Remote Access

IPSec VPN

Web Filter 4

AntiExploit

Antivirus

Endpoint Telemetry 1

Compliance Enforcement Using 
Dynamic Access Control 1 

Endpoint Audit and Remediation 
with Vulnerability Scanning

Remote Logging and Reporting 2

Sandbox integration (on-premise)

Sandbox integration (SaaS/PaaS)

Automated Endpoint Quarantine

Cloud-based Threat Detection

Application Firewall

1. Requires EMS or FortiClient Cloud to centrally manage FortiClient.
2. Requires FortiAnalyzer.
3. Also compatible with Windows mobile.
4. Also compatible with Chrome OS.

The above list is based on the latest OS for each platform

Windows AD SSO Agent

Removable Media Control

Endpoint Security

FORTICLIENT

Supported Operating Systems*

iOS 9.0 or later

Android 5.0 or later

Microsoft Windows Server 2012 or later

Microsoft Windows 7 (32-bit and 64-bit)

Microsoft Windows 8, 8.1 (32-bit and 64-bit)

Microsoft Windows 10 (32-bit and 64-bit)

Microsoft Windows 11 (64-bit)

Linux Ubuntu 16.04 and later, Red Hat 7.4 and later, CentOS 7.4
and later with KDE or GNOME

Authentication Options

RADIUS, LDAP, local database, xAuth, TACACS+, digital
certificate (X509 format), FortiToken

Connection Options

Autoconnect VPN before Windows logon

IKE mode configuration for FortiClient IPsec VPN tunnel

FORTICLIENT EMS

Supported Operating Systems

Microsoft Windows Server 2012 or later

Endpoint Requirement

System Requirements

FortiClient 6.4 or later, FortiClient for Windows and macOS X,
6.4 for iOS and Android

2.0 GHz 64-bit processor, six virtual CPUs, 8 GB RAM, 40 GB
free hard disk, Gigabit (10/100/1000BaseT)

Ethernet adapter, Internet access
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