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Overview
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Important information on this powerful prospecting tool!

The Baseline Employee Cybersecurity Assessment was built to assist MSPs in their prospecting 
efforts and simplify their process. The FREE assessment can be used for all product types (including 
the free Unlimited Training product) and is delivered in 60 questions across 6 cybersecurity 
categories. The goal of the assessment is to identify an organization and their employees’ overall 
competency of cybersecurity topics and potential cybersecurity risks. 

Topics include:
Phishing awareness, working remotely, handling PII, general cybersecurity knowledge, password 
hygiene, and social media.

With no initial training video to supply the answers, the Baseline Employee Cybersecurity 
Assessment seeks to find an employee’s true cybersecurity standing. The outcome is a report 
highlighting the company’s overall cybersecurity posture along with individualized scoring details.



1. Log in as a Partner Administrator to the PII-Protect portal here, and select “Manage Clients” on the left side tab.

2. Select the desired client to send
the Baseline Employee
Cybersecurity Assessment  to.

3. From the Client’s page, select
“Employee Assessments” from
the top tab.

Initiating for a new client
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https://portal.pii-protect.com/#/login


4. From the top drop-down menu, ensure “Launch Pre-Assessment” is selected.
5. Enter the number of users you anticipate will be taking the assessment.

*Note* This number is used to calculate how many assessments are completed out of how many anticipated.
It will not limit the number of assessments that can be taken should you go over.

6. Select “Generate URL”.

Initiating for a new client continued…
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7. A URL will be generated and included on this line. Select the
COPY   icon at the end of the link in order to copy the link.

Note: Each URL is unique to the selected client. Please do not 
share this URL with other clients; use the same process to 
generate a unique URL for other clients.

8. Utilize the “Email Template” to share the link and
assessment information with your desired client, as well as
employees who will be taking the assessment.

9. Be sure to paste the link provided in step 7 in place of the
link within the email template.

Initiating for a new client continued…
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10. Once the employee receives the email and assessment link, they
can click on the link in order to begin the assessment. To get started,
they must first enter their business email, and hit “Next”.
11. They must then choose whether they would like to receive a

one-time access code via text, or their business email address.
12. They can then enter the 6-digit code that was sent to them via

their desired method and hit “Next”.
13. Finally, they must fill in their First and Last name, as well as job

title, and hit “Begin Assessment”.

Understanding the Employee side of the assessment

7

Utilizing the Baseline Employee Cybersecurity 
Assessment in the PII Protect Portal

11

10

12

13



14. The assessment will begin. Employees can read each
question and select the best answer.

a. The Time Elapsed will be monitored in the top
right corner.

b. The Assessment topic will be listed towards the
top left.

c. The percent complete will be monitored
towards the top right.

15. Once an answer has been selected, the employee
must hit “Next Question” in order to move on to the
next question.

Understanding the Employee side of the assessment continued…
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Note: The Baseline Employee Cybersecurity 
Assessment consists of 60 questions total and is 
estimated to be completed in 25-45 minutes.
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16. After the final question is answered, the
employee must hit “Submit”.

17. They will receive this popup, confirming that
they’ve completed the assessment and that their
responses have been submitted.

Understanding the Employee side of the assessment continued…
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18. Return to the desired client’s “Employee Assessments” tab (navigated to in steps 1-3 of this guide).
19. Ensure the drop-down menu is set to “Baseline Cybersecurity Assessment“.

a. Here you will see the list of employee’s that have completed the assessment with a brief
overview.

20. Select the “Download overall baseline Cybersecurity Assessment Report“ button for a more in depth
reporting of assessment results.

Reviewing the results
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21. Review the Baseline Employee Cybersecurity
Assessment Report and connect with your

clients to discuss the results.

Reviewing the results continued…
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Ini  and reviewing the Baseline Employee 
Cybersecurity Assessment is complete!

You’re All Set!
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